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Abstract. The information age data is impressively more critical in open life, since people's 

prosperity data just finished up whether or not COVID'19 affected, and besides associated with 

all clinical issues data. These data used to inspected and expect the clinical issues data by Ma-

chine Learning Algorithm, and a while later expected data need more prominent security. Along 

these lines, we applied the ongoing procedure ChaCha method and that system focused in fig-

uratively speaking "encryption execution" so security is less. In this paper, to apply the new ES-

BR22-001 methodology and this strategy has 8 stages. The 1st stage is finding the K value. The 

2nd stage is applying the K value, that is λn is the “order of matrix” and Sk is start from intial 

values. The 3rd stage is find the Sk values. The 4th stage is to apply the Sk values in the sparse 

matrix. The 5th stage is sparse matrix values is converted into single line. The 6th stage is pair 

all the values. The 7th stage is all pair values will be apply in the matrix. The final stage is apply 

the Salsa operations in the matrix. The new ESS-BR22-002 method has provide security and 

performance are good while compared to ChaCha method. 
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1.  Introduction 

The continuous age, people's heath issue data extended bit by bit especially COVID'19 data. To examine 

the COVID'19 data and expect the data by using AI estimation. From Figure 1, the request assumption 

process is Yes or No. Unpredictable forest area assumption process is Mean Square Error. Gullible bayes 

figure process is probability. Support vector machine conjecture process is backslide and Yes or No. 

Decision tree assumption process is tree. Counterfeit mind network assumption process is back spread. 

These assumption data is most restricted intel and ought to be secure that data yet security level is 

low level, so apply the ongoing methodology ChaCha. This procedure is four round cycle and "all in-

clining characteristics move to the chief area". The encryption time of ChaCha strategy is especially 

speedy yet security level is very low. Thusly, the new procedure Eigen Sparse Salsa BagathRaj (ESS-

BR) 22-002. 
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Figure. 1. Machine Learning Algorithms [1]. 

2.  Related Work 

The analyzing data with AI estimations and get the show result for certain, computations are differenti-

ated and them. These computations execution showed and particularly basic and appreciate estimation 

is organization computation [1]. The CBB21 computation is differentiated and Salsa20/4 estimation and 

principally took a gander at the running time [2]. They separated data with AI estimation and besides 

inspected data applied the CBB20 computation, and differentiated the running time and Salsa20/4 [3]. 

They focused on the separated twitter data with AI computation, and besides applied SRB21 security 

estimation for that data, then, at that point, differentiated the speed time and Salsa [4]. They look at first 

twitter data then, separated with guessed that data by AI estimation, and applied SRB18 security com-

putation to that data, then differentiated the running time and Salsa for encryption [5]. They proposed 

the RBJ25 cryptography estimation for general data and differentiated the show and AES and ChaCha 

for encryption [6]. They focused on the AES and Salsa estimation for encryption security and pondered 

the display of the proposed security computation is RB20 for encryption time [7].  

The CBB22 estimation is proposed and give the security of summarized data. "This computation is 

broke down the show of the both encryption and interpreting time with Salsa and AES" [8]. They fo-

cused on the encryption speed time for Salsa and appeared differently in relation to the proposed SRB21 

stage 1 computation [9]. The generally examination the analysis of movies through feeling assessment 

by gathering and SVM computations [10]. They inspected the huge data and store that data with affir-

mation process applied for RBJ20 estimation. This estimation has four stages used to protect the data 

[11]. Different algorithms are used for various security applications [12][13]. 

3.  Methodology 

The prediction analyzed data used to apply the new method is ESS-BR22-002 has 8 stages [14]. The 1st 

stage is finding the K value. The 2nd stage is applying the K value in Equation (1). The 3rd stage is find 

the Sk values by using Equation (1). The 4th stage is apply the Sk values in the sparse matrix [15]. The 

5th stage is sparse matrix values is converted into single line. The 6th stage is pair all the values [16]. 

The 7th stage is all pair values will be apply in the matrix. The final stage is apply the salsa operations 

[17]. 

3.1.  Algorithm 

Step 1: Input of the public affected Covid’19 positive data. 

Step 2: To convert the matrix data format from the positive data. 
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Step 3: λn - Sk λn-1 + Sk+1 λn-2 - Sk+2 λn-3 - ….. + Sk+∞ λn-∞ - Sk=n = 0  

where n = order of the matrix, k=1 

Step 4: To find the Sk values using equation 1. 

Step 5: To apply the Sk values in the sparse matrix. 

Step 6: The sparse matrix values converted into single line.   

Step 7: To pair all the values and apply to the matrix. 

Step 8: To apply the Salsa operations in the matrix. 
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Where CP data is Covid Positive data 
 

Encryption Working Process 

Using Equation (1) 

⚫ λn - Sk λn-1 + Sk+1 λn-2 - Sk+2 λn-3 - ….. + Sk+∞ λn-∞ - Sk=n = 0 

where n = order of the matrix, k=1 

⚫ n=3, k=1 

⚫ λ3 - S1 λ2 + S2 λ - S3  = 0 

To find S1 value 

⚫ S1= sum of main diagonal element values 

⚫ S1= 4 

To find S2 value 
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To find S3 value 
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⚫ S3= 90−  

⚫ λ3 - S1 λ2 + S2 λ - S3  = 0 

⚫ λ3 - 4λ2 -27λ +90 = 0 

⚫ 
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⚫ λ2 -λ -30 = 0 

⚫ λ=5, λ=-6 

⚫ Now, all λ values will be apply to the sparse matrix. The first two λ values in the two diagonal cells 

and second λ values in the 3rd diagonal cell, then remaining one λ value will be store in the lower 

diagonal cell and another one λ value will be store in the upper diagonal cell in the matrix. 

SM= 
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Where SM is sparse matrix 
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⚫ (1,1), (5,0), (-1,0), (-3,0), (0,-6) 

CP = 

















−

−−

524

212

242

 

⚫ Pair (1,1) 

CP = 
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⚫ Like this remaining pair operations will do Pairs -(5,0), (-1,0), (-3,0). 

⚫ Pair (0,-6) 
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⚫ To apply the Salsa operations 

CP = 
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4.  Result & Discussion 

The proposed algorithm ESS-BR22-002 “encryption performance compared with ChaCha. ChaCha con-

cept is the all diagonal values move to the 1st column” [18][19]. The three by three matrix has “24 bytes 

of fie size; the six by six matrix has 76 bytes of file size; the ten by ten matrix has 312 bytes of file size 

[20][21]; the fifteen by fifteen matrix has 812 bytes of file size; the twenty by twenty matrix has 1531 

bytes of file size; and the forty by forty matrix has 6580 bytes of file size” as shown in the Table 1 

[22][23]. 

From Fig.2, the ESS-BR22-002 method and has compared the encryption speed in seconds [24][25].  

The encryption performance of “the speed 1.69 (s), 1.29 (s), 2.73 (s), 2.64 (s), 3.4 (s), and 2.27 (s) for 

the ChaCha”, and 2 (s), 2.5 (s), 2.9 (s), 3.1 (s), 3.7 (s) and 3.9(s) for the ESS-BR22-002 [26][27]. The 

ESS-BR22-002 gives “more protection of the data; when compared to existing techniques” [28][29]. 
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Table 1. ESS-BR22-002 encryption performance 

File Size ChaCha ESS-BR22-002 

24 1.69 2 

76 1.29 2.5 

312 2.73 2.9 

822 2.64 3.1 

1531 3.4 3.7 

6580 2.27 3.9 

 

 

Figure. 2. Encryption performance 

5.  Conclusion 

The present information is widely more tremendous in open life, since individuals' success information 

just shut whether COVID'19 impacted, furthermore connected with all clinical issues information. These 

information used to investigated and anticipate the clinical issues information by Machine Learning 

Algorithm, and some time later expected information need more essential security. In this way, we ap-

plied the continuous framework ChaCha strategy and that procedure centered in a manner of speaking 

"encryption execution" so security is less. In this paper, to apply the new ESS-BR22-002 framework 

and this system has 8 stages. The 1st stage is finding the K value. The 2nd stage is applying the K value 

in Equation (1). The 3rd stage is find the Sk values by using Equation (1). The 4th stage is apply the Sk 

values in the sparse matrix. The 5th stage is sparse matrix values is converted into single line. The 6th 

stage is pair all the values. The 7th stage is all pair values will be apply in the matrix. The final stage is 

applying the Salsa operations in the matrix. The new ESS-BR22-002 method has provide security and 

performance are good while compared to ChaCha method. 
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